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# 安全目标

说具体一些，我们理想中的绝对安全的系统大概是这样的：

1. 首先保障数据很难被拖库。
2. 即使数据被拖库，攻击者也无法从中破解出用户的密码。
3. 即使数据被拖库，攻击者也无法伪造登录请求通过验证。
4. 即使数据被拖库，攻击者劫持了用户的请求数据，也无法破解出用户的密码

# 基本原理（双id权证合成模式）

# 常用措施

Sql防注入

Mrz区的设立

防暴库（加密）

## 防篡改（签名机制）

## 安全审查日志

Salt机制

防泄漏（数据脱敏）

使用view来隔离

使用sp安全领域

# Ref
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